
I. Introduction 

	 This Privacy Policy (hereinafter referred to as " this Policy " ) applies to Shenzhen 
Siheng Education Technology Co., Ltd. (hereinafter referred to as " we " ) and all legally 
operated client applications, official websites, and software development kits ( SDKs ) and 
application programming interfaces ( APIs ) used by third-party websites and applications. 
Applicable devices include but are not limited to mobile phones, tablets, PCs , wearable 
devices, and new types of terminals that may appear in the future. 

	 Because we offer a wide range of products and services, the scope of personal 
information collected and used may vary depending on the specific features you use. We 
may develop separate privacy policies or guidelines for specific features (such as policies 
for protecting minors and content creation guidelines). If such policies conflict with this 
Policy, the specific privacy policy shall prevail. 

	 " personal information " and " sensitive personal information " involved in this policy 
shall comply with the "Personal Information Protection Law of the People's Republic of 
China", "Law of the People's Republic of China on the Protection of Minors", 
"Cybersecurity Law of the People's Republic of China" and other relevant laws and 
regulations. 

	 " minimum necessary " basis in relevant scenarios . We will only process that 
information when you use specific features. 

II. About Us 

	 This App is provided and operated by Shenzhen Siheng Education Technology Co., 
Ltd., which was established on May 7 , 2025 and has a registered address of 1203F7, 
12th Floor, Tairan Cangsong Building, No. 25 , Tairan 7th Road, Tian'an Community, 
Shatou Street, Futian District, Shenzhen . 

	 Affiliates are companies or organizations that currently or in the future control or are 
controlled by us, or are under common control with us. We may share necessary 
information with our affiliates, but will strictly comply with laws, regulations, and this Policy. 

	 If you need to know more about our company's basic situation, you can contact us 
through the contact information at the end of this policy. 



III. How we collect and use your personal information 

1. Collection Principles 
	 We collect personal information based on the principles of legality, legitimacy, and 
necessity. If we need to use your personal information beyond the purposes outlined in this 
policy, we will obtain your explicit consent again. 

2. Collection and Use Scenarios 
	 We collect and use personal information you provide voluntarily during the use of 
our products / services or generated as a result of product / service requirements in 
accordance with laws and regulations and the principles of legitimacy, legality, and 
necessity. If we intend to use your personal information for other purposes not specified in 
this Privacy Policy, or use information collected for a specific purpose other than for a 
specific purpose, we will promptly and reasonably notify you and obtain your consent 
again before use. 
We collect and use two types of your personal information: First, personal information 
necessary for the basic business functions of our products / services. This type of personal 
information is essential for the normal operation of our products / services, and you must 
authorize us to collect it. If you refuse to provide this information, you will not be able to 
use our products / services properly. Second, personal information that may be collected 
for extended business functions. This type of personal information is not required for basic 
business functions, and you can choose whether to authorize us to collect it. If you refuse 
to provide this information, the extended business functions may not be implemented or 
may not achieve the desired results, but your normal use of the basic business functions 
will not be affected. 

3. Account Services 
	 ( 1 ) When you register / log in to your account, you will need to provide us with your 
mobile phone number (sensitive personal information) in order to help you complete the 
registration/login process smoothly . We collect your mobile phone number to meet the 
online real-name registration requirements stipulated by relevant laws. If you refuse to 
provide your mobile phone number for verification, your registration/login will fail and we 
will not be able to provide you with the core functions of our products / services. 
	 ( 2 ) When you use the " One-click Login " function, with your consent, the operator 
will provide us with the mobile phone number of your current device (sensitive personal 
information) so that we can use it as your registration / login account and provide you with 
quick registration / login services without the need for password or dynamic verification 
code verification. 
	 ( 3 ) If you authorize login using a third-party platform account (WeChat, Weibo, QQ 
account), you authorize us to obtain relevant information (including user ID , nickname, 
profile picture) and authentication information (sensitive personal information) under the 
third-party account for account binding, account information improvement, account security 



protection, and security risk prevention. If you refuse to authorize the aforementioned 
information, you will be unable to log in using the third-party platform account, but you can 
complete registration / login through other methods. 
	 ( 4 ) You can choose gender, date of birth, region, nickname, profile picture, 
signature, and school to complete your personal information. Failure to fill in will affect your 
ability to use our products / services. Some of the aforementioned information will be 
publicly displayed on your personal homepage. 
	 ( 5 ) When you apply for official certification, depending on the type of certification 
you choose, we will need to collect and verify some or all of the following personal 
information: account information (nickname, profile picture, introduction), identity 
information (name, ID number and photo, facial recognition features, mobile phone 
number), qualification information (off-site account information, professional qualification 
information), operator information (name, mobile phone number, authorization certificate, 
contact email address, city). The certification logo and certification information will be 
publicly displayed in your account. Your refusal to provide the aforementioned information 
will only result in your inability to use the aforementioned functions, but will not affect your 
use of other products / services we provide. 

2. Content and interaction 
	 ( 1 ) When you answer questions, post comments, post, take pictures, or video, we will 
collect the content you provide. When you shoot or post videos or pictures, or broadcast, we will 
apply for access to your storage / album, camera, and microphone permissions based on the type 
of function you use, and collect the video, image, and text information you provide. When you use 
the campus function, we will collect the school information you provide and your rough location 
information to show you content information posted by other users from the same school or school 
in the same city (hereinafter referred to as " alumni " ). 
	 ( 2 ) Your interactions with others (likes, comments, private messages, favorites, etc.) will 
also be recorded for normal functionality and security risk control. We will conduct compliance 
reviews of information posted by users to prevent the spread of illegal and unauthorized content. 

3. Learning and recommendation services 
	 ( 1 ) We will record your answer records, learning progress, and search behavior to 
generate learning reports and personalized recommendations. To ensure that you can access the 
data in the learning report at any time to assist in learning, the learning report will be saved. 
	 ( 2 ) We will collect information such as device model, operating system version, device 
identifier, IP address, network environment, etc. to ensure service security and prevent cheating. 

4. Transactions and Payments 
	 ( 1 ) To help you complete transactions, ensure transaction security, provide order 
inquiries, customer service and after-sales service, we need to collect some or all of the 
following order information depending on the type of product: order time, order number, 
order status, product information of the transaction, payment information (payment 
amount, payment method, payment serial number, payment status, payment account of 
the third-party payment channel, sensitive personal information), delivery address 
information (recipient's name, delivery address, contact number, sensitive personal 



information), virtual product consumption and use records, membership activation time, 
joint membership account information (mobile phone number, sensitive personal 
information). In order to meet the real-name system requirements of relevant laws and 
regulations and regulatory authorities, when you purchase some products (cross-border 
products, tickets, digital peripherals), we also need to collect your personal identity 
information (depending on the specific product type and relevant regulatory requirements, 
we may need to collect some or all of the following information: name, ID card type and 
number, facial recognition features, sensitive personal information). To this end, in order to 
protect the security of your account and funds, the safe and stable operation of payment 
services, and fulfill legal obligations such as anti-telecom fraud, we will also collect your 
necessary device information ( IP address) for risk control and provide it to the third-party 
payment channel you choose to complete the payment process. 
	 ( 2 ) After you successfully place an order, if the product is provided by a third party 
or requires third-party delivery, in order to smoothly, safely and accurately complete the 
delivery and delivery of the product to you, the corresponding third party will inevitably 
collect and use your delivery address information (recipient's name, delivery address, 
contact number, sensitive personal information) during the shipping and delivery process. 
	 ( 3 ) When you perform after-sales service (such as repair, return or exchange), if 
the after-sales service needs to be completed by a third party (such as the product is 
provided, picked up, delivered or repaired by a third party), in order to resolve your after-
sales needs as soon as possible, the corresponding third party will inevitably collect and 
use your after-sales information, including: product information, shipping information 
(sender's name, shipping address, contact number, door-to-door time, sensitive personal 
information), delivery address information (recipient's name, delivery address, contact 
number, sensitive personal information), order information, and other necessary 
information related to after-sales needs. 
	 ( 4 ) To provide you with after-sales and dispute resolution services, we need to 
promptly learn and confirm the progress and status of delivery and after-sales. You agree 
that we may collect information related to delivery and after-sales progress from relevant 
third parties. We promise to you that we will make every effort to protect the security of 
your personal information and strictly require third parties to keep your personal 
information confidential. They will only learn about and use your personal information for 
delivery and after-sales purposes and shall not disclose it to any third party or use it for 
any other purpose. 
	 ( 5 ) When you use the withdrawal function, we need to collect your account real-
name authentication information (real name, sensitive personal information), third-party 
payment channel payment account information (sensitive personal information), bank card 
information (sensitive personal information), and bank-reserved mobile phone number 
(sensitive personal information) to complete identity verification, account binding, and fund 
settlement. Your refusal to authorize the aforementioned information will only result in your 
inability to use the aforementioned function, but will not affect your use of other products / 
services provided by us. 



	 ( 6 ) Your refusal to authorize the aforementioned information will only result in your 
inability to use the aforementioned functions or services, but will not affect your use of 
other products / services we provide . 

5. Personalized recommendations 
	 ( 1 ) Based on the information collected, we will analyze and extract your 
characteristics (preferences, habits, location) and form an indirect user profile in order to 
provide you with more personalized content, advertising, and services. To this end, we 
need to collect and use your following personal information: account information (account, 
registration information), basic personal information (age, gender, predicted age group, of 
which gender and predicted gender are sensitive personal information), location 
information ( GPS precise location information, rough location information, the region 
information you filled in, of which GPS precise location information is sensitive personal 
information), device information (device model, operating system type and version, 
application version, application list, device unique identification information OAID , IP 
address, browser type), log information (startup / update / initialization / browsing / 
clicking / questioning behavior records, behavior time, visited pages / products, which may 
vary depending on different behavior types), published content information (title, 
introduction, release time, number of views, etc.), interactive information (interaction 
records, interactive content) and other information collected with your authorization or 
provided by other partners. 
	 ( 2 ) You can also manage the unique device identifier ( OAID ) through the 
methods provided by the terminal device . The setting methods for different terminal 
devices and their versions are different, so please refer to your actual situation. For 
example, some mobile phones can be set through (Settings - Privacy - Tracking 
Management). 
When you turn off the tracking permission for your device unique identifier (OAID) , we will 
not process your personal information for the purpose of personalized recommendations, 
but will only push non-personalized, general content, advertisements or services to you. 

6. Customer Service 
	 When you contact us or initiate customer service requests (such as feedback / 
suggestions, complaints, appeals, consultations, and dispute mediation) with us, for the 
security of your account and system, we need you to provide the necessary account 
information first and match it with your previous personal information to verify your user 
identity. At the same time, in order to facilitate contact with you, resolve customer service 
requests as quickly as possible, and record the solutions and results of related requests, 
we also need to collect and use your contact information (mobile phone number, email 
address or other contact information you provide, sensitive personal information), city / 
region information, your communication information with us (including text / pictures / 
audio/video / call records), information you provide to prove relevant facts, and other 
necessary information related to customer service requests. If you initiate customer 
service requests for a specific order, we will also use your order information. Your refusal 



to authorize us to collect and use the aforementioned information will only result in your 
inability to use the aforementioned functions, but will not affect your use of other products / 
services we provide. 
	 To comply with relevant laws and regulations, fulfill our obligations regarding the 
ecological governance of online information content, and prohibit the publication and 
dissemination of illegal and harmful information, we will review your posted content 
through both machine and manual means. We will only review your posted content for the 
aforementioned purposes and will not perform any other processing. 

7 . Security 
	 1. We are committed to providing you with a secure and reliable product and user 
environment, and offering high-quality and reliable services and information. To maintain 
the normal and stable operation of this App and protect the safety and legitimate interests 
of you, other users, or the public, we collect (including in the background) your device 
information (device unique identifier, IP address, device brand, device model, operating 
system type and version, application version, Wi-Fi list information, Bluetooth adapter 
information, running process information, application list, device system and configuration 
information), WLAN access point (such as SSID , BSSID ), log information (log information 
of startup / update / initialization / browsing / click / play / question / exam activities, time of 
activities, pages / products visited , which may vary depending on the type of activity). We 
also use or integrate your account information and information provided to us by our 
partners with your authorization or in accordance with the law to conduct risk control in 
scenarios such as login, interaction, and payment (including but not limited to identifying 
abnormal login behavior and assessing the security of the login environment). We use this 
information to comprehensively assess your account risk, ensure the security and normal 
use of your account, conduct identity verification, detect and prevent security incidents, 
and prevent malicious programs. We also take necessary recording, auditing, analysis, 
and disposal measures in accordance with the law. 
	 2. After de-identification or anonymization, we may use the above information for 
research, testing, analysis, and prediction, to improve the content and layout of this App , 
to test the effectiveness of third-party products / services, to provide product / service 
support for business decisions , and to improve our products / services (including using 
anonymous data for machine learning and model algorithm training). 

8. Message Notification 
	 1. When you use products, practice tests, or access exam appointment reminders, 
we will collect your account ID and appointment history. We will use your device's system 
notifications to send you notifications about your account status, users / tests / content / 
question reminders you follow, trending content, and recommended content. You can 
choose to disable our notifications on your device or select the information you wish to 
receive or reject in [Profile] - [Settings] - [Push Settings] / [Message Settings]. 
	 2. During operations, we may use the contact information (mobile phone number, 
email address, QQ , WeChat, and sensitive personal information) you provide during the 



use of our products / services to send you one or more types of notifications for purposes 
such as user notifications, identity verification, security verification, and user experience 
research. We may also provide you with commercial information about services, features, 
events, and other services that may be of interest to you. If you do not wish to receive the 
aforementioned information, you may unsubscribe using the unsubscribe method provided 
in the text message or email, or by contacting us. 

IV. How do we use cookies and similar technologies? 

	 1. When you use our products / services, we may use cookies and similar 
technologies to collect some of your personal information, including: your website visiting 
habits, your browsing information, and your login information. Cookies and similar 
technologies collect this information to ensure that you use our products / services, 
simplify the steps of repetitive operations (such as registration and login), facilitate your 
review of usage history (such as video viewing history), provide you with services that 
better suit your personal needs and content that may be of greater interest to you, protect 
the security of your information and account, and improve our products / services. 
	 2. If you refuse us to use cookies and similar technologies to collect and use your 
relevant information, you can manage and (partially / completely) refuse cookies and / or 
similar technologies through your browser settings, provided that your browser has this 
function; or delete cookies and / or similar technologies that have been stored on your 
computer, mobile device or other device , so that we cannot track your personal 
information in whole or in part. If you need to know more about how to change your 
browser settings, please refer to the relevant settings page of the browser you are using. 
You understand and know that some of our products / services can only be achieved 
through the use of cookies or similar technologies. If you refuse to use or delete them, you 
may not be able to use our related products / services normally or obtain the best service 
experience through our products / services, and it may also have a certain impact on the 
protection of your information and the security of your account. 

V. How we share, transfer and publicly disclose your 
personal information 

1. Collaboration 
	 When we cooperate with partners (including our affiliated companies and external 
third parties, hereinafter the same), we will abide by the principles of " legality, legitimacy, 
minimum necessity and clear purpose " . 
	 If we entrust a partner to handle your personal information, we will agree with the 
partner on the purpose, duration, processing method, type of personal information, 
protection measures, and the rights and obligations of both parties, and supervise the 
partner's personal information processing activities. If we and the partner jointly determine 
the purpose and method of processing your personal information, we will agree with the 



partner on their respective rights and obligations. This agreement does not affect your 
ability to exercise your rights against either party. If your personal information rights and 
interests are infringed and damage is caused, we will bear joint and several liability in 
accordance with the law. 
Our partners include the following categories: 
1.1 Partners who provide functional support for our products / services: 
( 1 ) Third-party payment institutions that provide payment services; 
( 2 ) Third-party companies providing delivery services; 
( 3 ) Partners providing content distribution services (such as developers who have settled 
in this open platform and obtained your authorization); 
( 4 ) Verification agencies that provide real-name authentication functions; 
( 5 ) Partners providing goods; 

1.2 Advertisers and Promotion Partners 
	 To facilitate advertising and promotional effectiveness analysis, we may need to 
provide de-identified device information, group labels, advertising data, and related 
statistical information to advertisers (including advertisers and / or their authorized agents 
and advertising monitoring service providers) and partners with whom we have 
promotional agreements (collectively, " Partners " ). This information is difficult or 
impossible to associate with your real identity. We will require Partners to strictly comply 
with our measures and requirements regarding personal information protection, including 
but not limited to processing in accordance with the data processing agreement, 
commitment letter, and this Privacy Policy, to avoid identifying individuals and ensure the 
security of personal information. 

1.3 Third-party SDK partners: 
	 To ensure the stable operation and functionality of this App and enable you to use 
and enjoy more services and features, this App integrates with third-party SDKs or other 
similar technical components. We will conduct strict security checks on the SDKs or 
application programming interfaces (APIs) used by our partners to obtain relevant 
information, and require them to handle personal information in strict accordance with this 
Privacy Policy and applicable laws and regulations. If the collection and use of relevant 
information requires your separate authorization, we will require your consent, unless the 
partner requires your separate authorization in accordance with its own privacy policy 
( users should carefully review the SDK 's policies ) . 

2. Transfer 
	 We will not transfer your personal information to any company, organization, or 
individual without your express consent. If your personal information needs to be 
transferred due to a merger, acquisition, or bankruptcy liquidation, we will inform you of the 
name of the recipient and require the recipient to continue to be bound by this Privacy 
Policy. If the recipient changes the purpose or method of processing your personal 



information as specified in this Privacy Policy, we will require the recipient to obtain your 
authorization and consent again. 

3. Public Disclosure 
	 We will not disclose personal information that you have not disclosed publicly or 
that has not been legally disclosed, except for disclosure required by laws and regulations 
or with your separate consent. If we need to disclose your personal information publicly, 
we will conduct a personal information protection impact assessment in advance and 
adopt security measures and methods that meet industry standards to protect the security 
of your personal information. 
	 Service that requires a partner to process or we to transfer or publicly disclose your 
personal information is not described in this Privacy Policy, or exceeds the stated purpose 
and scope of direct or reasonable connection with the processing of your personal 
information, we and / or our partners will inform you again in accordance with the 
requirements of laws and regulations and obtain your consent. 

4. Circumstances where consent is exempted according to law 
We do not need your authorization or consent to process your personal information in the 
following circumstances: 
( 1 ) Necessary for the conclusion and performance of the contract we sign with you; 
( 2 ) Necessary for the performance of statutory duties or obligations, such as statutory 
duties or obligations directly related to national security, national defense security, criminal 
investigation, prosecution, trial and execution of judgments; 
( 3 ) It is necessary to respond to public health emergencies or to protect the life, health 
and property safety of natural persons in emergency situations; 
( 4 ) Processing personal information within a reasonable scope for news reporting, public 
opinion supervision, and other activities in the public interest; 
( 5 ) Processing your personal information that you have disclosed on your own or that has 
been legally disclosed within a reasonable scope in accordance with the provisions of the 
Personal Information Protection Law of the People's Republic of China; 
( 6 ) Other circumstances prescribed by laws and regulations. 

VI. Information Storage and Protection 

1. Information Storage 
1.1 Storage Location 
	 In accordance with laws and regulations, we will only store the personal information 
we collect about you within the territory of the People's Republic of China. If it is necessary 
to transfer your personal information across borders, we will separately inform you clearly 
(including the purpose of the transfer, the recipient, the method and scope of use, the 
content of the use, security measures, security risks, etc.) and obtain your authorization 



and consent. We will ensure that the recipient has adequate personal information 
protection capabilities to protect your personal information. 

1.2 Storage Period 
	 retain your personal information for the shortest period necessary to provide you 
with the products / services you desire. For example, when you use our account 
registration / login function, we need to collect your mobile phone number. After you 
provide it and while you use this function, we need to continue to store your mobile phone 
number to provide you with this function and to ensure the security of your account and 
system. 
	 In addition, we will retain your relevant information for the necessary period 
prescribed by relevant laws (for example, the "Electronic Commerce Law of the People's 
Republic of China" stipulates that the retention period for product and service information 
and transaction information shall be no less than three years from the date of completion 
of the transaction); or the period needs to be reasonably extended for financial, auditing, 
dispute resolution and other purposes. 

1.3 After the above storage period 
	 We will delete or anonymize your personal information, unless otherwise provided 
by laws and regulations. 

2. Information Protection 
2.1 Personal Information Security 
	 The security of your personal information is of paramount importance to us. We will 
strictly abide by relevant laws and regulations and take reasonable and feasible measures 
recognized by the industry to protect your personal information and prevent it from being 
accessed, disclosed, used, modified, damaged, or lost without authorization. 

2.2 Safety technical measures 
	 We use industry-standard security measures to protect your personal information 
from unauthorized access, disclosure, use, modification, damage, or loss. We will take all 
reasonable and feasible measures to protect your personal information, such as using 
encryption technology (such as TLS ). 

2.3 Management system 
	 We have established a dedicated information security department and developed a 
security management system, as well as a comprehensive security incident warning 
mechanism and emergency response plan. Security Tip : Although we have taken the 
above reasonable and effective measures and have complied with the standards required 
by relevant laws and regulations, please understand that due to technical limitations and 
the possibility of various malicious means, we cannot always guarantee 100% information 
security. However, we will take reasonable security measures that meet industry standards 
and do our utmost to protect the security of your personal information. 



	 You acknowledge and understand that the systems and communication networks 
you use to access our services may be subject to security issues beyond our control. 
Therefore, we strongly recommend that you take proactive measures to protect the 
security of your personal information, including but not limited to using complex 
passwords, changing passwords regularly, and not disclosing your account password and 
related personal information to others. 
	 If you leave this App and access browsing pages or other products / services 
provided by a third party , we have no ability or direct obligation to protect any personal 
information you submit to the third party, regardless of whether your login, browsing, or 
use of such products or services is based on a link or guidance from this App . However, 
we will remind you to be careful when entering third-party products or services so that you 
can better protect your personal information. 

VII. Third-party suppliers and their services 

	 To ensure a smooth experience, you may receive content from Tac Platform 
partners (hereinafter referred to as " third parties " ). Tac Platform has no control over such 
third parties. You can choose whether to access the links, content, products, and services 
provided by third parties. Tac Platform cannot control the privacy and data protection 
policies of third parties, and such third parties are not bound by these Terms. Before 
submitting personal information to third parties, please refer to the privacy policies of these 
third parties. 

1. Third-party SDK name: Bugly SDK 
• Third-party SDK developer name: Shenzhen Tencent Computer Systems Co., Ltd. 
• Third-party SDK developer official website: https://bugly.qq.com/v2/ 
• Function type: Provides you with App exception and crash reporting services 
• Purpose of use: The Tac platform can obtain and analyze information about App 

abnormalities to solve user problems. 
• Possible permissions: Full network permissions 
• Permission authorization method: determined by the device system developer and the 

developer application, and enabled when the end user agrees to grant the developer 
application this permission 

• Types of personal information processed: phone model, phone brand, Android system 
version, Android system API level, manufacturer system version, CPU architecture type, 
whether the device is rooted , disk space usage, SD card space usage, memory space 
usage, network type, name and PID of the currently running application process 

• Third-party privacy policy link: https://privacy.qq.com/document/preview/
fc748b3d96224fdb825ea79e132c1a56 

2. Third-party SDK name: WeChat Open Platform SDK 
• Third-party SDK developer name: Tencent Technology (Shenzhen) Co., Ltd. 

https://bugly.qq.com/v2/
https://privacy.qq.com/document/preview/fc748b3d96224fdb825ea79e132c1a56
https://privacy.qq.com/document/preview/fc748b3d96224fdb825ea79e132c1a56
https://privacy.qq.com/document/preview/fc748b3d96224fdb825ea79e132c1a56


• Third-party SDK developer official website: https://open.weixin.qq.com/ 
• Function type: Provide WeChat quick login function 
• Purpose of use: To provide users with quick login services through WeChat accounts 

and simplify the registration and login process 
• Possible permissions: network permissions, permission to read phone status 
• Permission authorization method: determined by the device system developer and the 

developer application, and enabled when the end user agrees to grant the developer 
application this permission 

• Types of personal information processed: device identification information (such as 
IMEI , Android ID ), network information, unique identifier of the user's WeChat account, 
and user public information (such as nickname and profile picture). 

• Third-party privacy policy link: https://weixin.qq.com/cgibin/
readtemplate?lang=zh_CN&t=weixin_agreement&s=privacy 

3. Third-party SDK name: Huanxin IM SDK 
• Third-party SDK developer name: Beijing Yizhang Yunfeng Technology Co., Ltd. 
• Third-party SDK developer official website: https://www.easemob.com/ 
• Function type: Provide instant messaging ( IM ) function 
• Purpose of use: To provide users with real-time messaging, chat and message push 

services between users 
• Possible permissions: network permission, storage read permission, recording 

permission (if voice messages are involved), location permission (if location-related 
functions are involved) 

• Permission authorization method: determined by the device system developer and the 
developer application, and enabled when the end user agrees to grant the developer 
application this permission 

• Types of personal information processed: device identification information (such as 
IMEI , Android ID ), user account information, chat content, network status, message 
sending and receiving records 

• Third-party privacy policy link: https://www.easemob.com/protocol 

VIII. Protection of Minors 

	 If you are a minor user under the age of 18 , you should read this Agreement under 
the supervision and guidance of your guardian before using the products or services of 
this App . You and your guardian will assume responsibility for using the products or 
services of this App in accordance with the law and this Agreement only after obtaining 
your guardian's consent. If you are the guardian of a minor user, please read this 
Agreement carefully and carefully choose whether to agree to it. 

	 This App attaches great importance to the protection of minors. To ensure the 
healthy growth of minors, this App has developed a Youth Mode (which can be found in 

https://open.weixin.qq.com/
https://weixin.qq.com/cgibin/readtemplate?lang=zh_CN&t=weixin_agreement&s=privacy
https://weixin.qq.com/cgibin/readtemplate?lang=zh_CN&t=weixin_agreement&s=privacy
https://www.easemob.com/
https://www.easemob.com/protocol


[Settings]). In Youth Mode, we will recommend educational and knowledge-based content 
to minors and filter out content that is not suitable for teenagers. If a guardian wishes a 
minor under the age of 18 to use this App , please be sure to fill in the correct age and 
school when registering. This App only provides products or services to minors under the 
age of 18 in Youth Mode . We strongly recommend that minors under the age of 18 use 
Youth Mode under the guidance of their guardians. We restrict minors from using some 
functions (such as consumption and posting commercial information) and provide parental 
supervision and account management tools. No organization or individual may use this 
platform to induce minors to consume, conduct illegal transactions, or post inappropriate 
content. 

IX. Restrictions on the Behavior of Institutions and Third 
Parties 

	 Without the explicit permission of this platform, institutions and third parties may not 
obtain the contact information of parents or students through the platform in any way, nor 
engage in any form of commercial promotion, recruitment, or harassment. Furthermore, 
institutions or individuals may not publish advertisements, commercial posts, private 
messages, or transaction invitations without the platform's prior consent. Any losses 
incurred by users due to offline transactions with institutions or third parties or fraudulent 
activities are the sole responsibility of the user, and this app assumes no liability. 

X. Disclaimer 

1. Risks of User Behavior.  
	 Users understand and agree that any risks arising from the use of this platform's 
services are the sole responsibility of the user, including but not limited to losses arising 
from the user's own fault, account information leakage, improper password management, 
improper operation, or sharing of accounts with others. This platform assumes no liability 
for any consequences arising from such behavior. 

2. Third-Party Services and Content:  
	 This Platform may contain links to third-party websites, applications, or services, or 
access content and services provided by third parties. This Platform is not responsible for 
any losses incurred by users due to the use of third-party services, participation in third-
party activities, transactions, or disputes with third parties, and does not assume any 
responsibility. 

3. Information Authenticity and Legality:  
	 Users are solely responsible for any information (including but not limited to text, 
images, videos, comments, advertisements, etc.) posted on the Platform. The Platform 
does not guarantee the authenticity, accuracy, completeness, or legality of any content 



posted by users or third parties. The Platform assumes no liability for any losses incurred 
by users due to reliance on such content. 

4. Service Interruptions and Technical Failures:  
	 This platform will strive to maintain service stability and continuity, but users 
understand and agree that this platform is not responsible for service interruptions, delays, 
data loss, or other inconveniences caused by system maintenance, server failures, 
network attacks, power outages, communication line interruptions, force majeure events, 
or other unforeseen, unavoidable, or uncontrollable reasons. 

5. The Platform shall not be liable for any loss of user data, service delays, 
interruptions, or damage to user rights caused by force majeure and external 
events  
	 such as earthquakes, typhoons, floods, fires, wars, strikes, epidemics, government 
regulations, policy adjustments, or other events beyond the reasonable control of the 
Platform. 

6. Data and Information Security:  
	 The Platform will implement reasonable security measures to protect user data. 
However, users understand and acknowledge that no method of transmission or storage 
over the internet can guarantee absolute security. The Platform assumes no responsibility 
for data leakage, tampering, or loss caused by hacker attacks, virus intrusions, system 
vulnerabilities, or other factors beyond the Platform's reasonable control. 

7. Legal Compliance and User Responsibilities.  
	 Users understand and agree that they must comply with relevant laws and 
regulations and the Platform Rules when using the Platform's services. Users are solely 
responsible for any disputes or losses arising from their violation of laws and regulations, 
infringement of the legitimate rights and interests of others, or violation of the Platform's 
Terms of Use. The Platform assumes no joint liability.
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